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Introduction and Scope
The present Privacy Policy covers the privacy, data protection and data management ruleset
of Yigsoft Ltd.’s (address: 1117 Budapest, Nádorliget street ap. 8. B. ground floor 2.,
company registry number: 01-09-382405, hereinafter: “Yigsoft” or “we”) websites under the
yigsoft.dev domain as well as any other additional websites or mobile applications managed
by Yigsoft (hereinafter: “Website”) and outlines the principles of data management regarding
personal data collected by the Website, along which Yigsoft provides its related services.

Yigsoft is committed to keeping the personal data of all visitors safe and respects your
privacy when using our Website, thus collecting personal data is limited to the essentials for
the provision of our services, respond to your initiated contact requests and enhance your
user experience.

The measures regarding your personal data that we utilize when visiting the Website is
compliant to Regulation (EU) 2016/679 of the European Parliament and of the Council
(hereinafter: “GDPR regulation”) and the Hungarian Act CXII of 2011 (hereinafter: “Infotv.”).

Types of personal data collected by Yigsoft

Automatic data collection
When you visit our website, the following information are collected automatically:

● The date and time of visiting the website;
● Your external Internet Protocol (IP) address;
● The type and version of your operating system;
● The type and version of your web browser;
● The referrer site (i.e., the website from where you have got to our website)

Such information is only used to collect data helping to maintain our websites (with
measuring e.g., the number of visitors or system downtime). Based on this information,
Yigsoft does not attempt to identify or profile you.

For the reasons of maintaining the correct working of our Website, automatic data collection
is done with the legal justification of the legitimate interests of Yigsoft, as specified in Article
6 (1) f) of the GDPR regulation ("processing is necessary for the purposes of the legitimate
interests pursued by the controller or by a third party, except where such interests are



overridden by the interests or fundamental rights and freedoms of the data subject which
require protection of personal data, in particular where the data subject is a child.”)

Contact data collection
If you choose to get in contact with us either by the contact form or the application form,
Yigsoft may receive the following personal data provided by you:

● Your name;
● Your e-mail address;

If you have contacted us through the contact form of the website, we may use this
information to contact you or provide you with assistance related to the matter of your
respective contact message.

Your personal data provided on the contact form is only stored for the time period while it is
necessary for the subject of the inquiry (e.g., while we process your application to Yigsoft or
while we answer your questions), and deleted afterwards, but in no case it is stored longer
than 30 days, unless you specifically request it.

As you are voluntarily providing this information, with checking a consent box to the present
Policy on the contact form as well, the legal justification for personal data collection
regarding contact data is consent, as specified in Article 6 (1) a) of the GDPR regulation
(“the data subject has given consent to the processing of his or her personal data for one or
more specific purposes”).

Data processors and data center location
For the purpose of the protection of our websites from cyberattacks, we use the content
delivery network (CDN) services of Cloudflare, Inc. (hereinafter: “Cloudflare”) with the legal
justification of the legitimate interests of Yigsoft, as specified in Article 6 (1) f) of the GDPR
regulation ("processing is necessary for the purposes of the legitimate interests pursued by
the controller or by a third party, except where such interests are overridden by the interests
or fundamental rights and freedoms of the data subject which require protection of personal
data, in particular where the data subject is a child.”).
Cloudflare processes limited personal data (IP addresses) in the form of logs, which may be
processed in data centers outside of the European Union, in the United States of America.
The Data Processing Addendum of Cloudflare is available on the following link:
https://www.cloudflare.com/en-gb/cloudflare-customer-dpa/

Your rights as a data subject
As a data subject, you have the right to:

● Be informed about the exact data and the type of data collected about you;
● Access the data collected about you;
● Ask Yigsoft for rectification of outdated or any other way inaccurate personal data;
● Lodge a complaint with the Data Protection Authority of Hungary;

https://www.cloudflare.com/en-gb/cloudflare-customer-dpa/


● Withdraw your consent at any time where the data collection is based on your
consent.

In order to exercise your above rights, you may request Yigsoft to:
● Block your personal data;
● Delete your personal data;
● Object to the processing of your personal data.

Regarding the above-mentioned access requests or consent withdrawal requests, you can
contact Yigsoft on the following e-mail address: mailto:gdpr@yigsoft.dev.
In order to send a request, there is no specific document template or wording needed.

All the above-mentioned requests shall contain identity confirmation, which may be by
utilizing one of the following methods:

● Attaching a copy of your identification document (national ID or passport);
● Attaching a document signed with your advanced electronic signature (as in Article

26 of Regulation (EU) No 910/2014 of the European Parliament and of the Council of
23 July 2014 on electronic identification and trust services for electronic transactions
in the internal market and repealing Directive 1999/93/EC) obtained from a trust
service provider;

● With any other methods specified in the 325. § of (Hungarian) Act CXXX of 2016.

All the above-mentioned requests are processed and answered within 5 working days and
are free of charge within reasonable boundaries (especially considering the number of
access requests).

In case of complaints, you may also contact the Data Protection Authority (DPA) of Hungary,
which is the Hungarian National Authority for Data Protection and Freedom of Information
(NAIH) at the following e-mail address: mailto:ugyfelszolgalat@naih.hu.
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